Data Protection Policy
For BetBTC

1. Introduction

BetBTC is committed to safeguarding the personal data of its customers, employees, and
business partners. This Data Protection Policy outlines the principles and procedures that
BetBTC follows to ensure compliance with data protection laws and regulations in Anjouan. Our
goal is to protect the confidentiality, integrity, and availability of personal data and to uphold the
rights of data subjects.

2. Purpose
The purpose of this policy is to:

1. Ensure that BetBTC handles personal data in a manner that complies with the data
protection laws of Anjouan.
2. Protect the rights and privacy of individuals whose personal data is processed by

BetBTC.
3. Establish guidelines for the collection, processing, storage, and disposal of personal
data.
3. Scope

This policy applies to all employees, contractors, and third parties who process personal data on
behalf of BetBTC. It covers all forms of personal data, whether processed electronically or in
paper form, relating to customers, employees, or any other identifiable individual.

4. Data Protection Principles
BetBTC adheres to the following data protection principles:
4.1 Lawfulness, Fairness, and Transparency:

1. Personal data is processed lawfully, fairly, and in a transparent manner in relation to the
data subject.

4.2 Purpose Limitation:

1. Personal data is collected for specified, explicit, and legitimate purposes and not further
processed in a manner that is incompatible with those purposes.



4.3 Data Minimization:

1. Personal data collected is adequate, relevant, and limited to what is necessary in relation
to the purposes for which it is processed.

4.4 Accuracy:

1. BetBTC takes reasonable steps to ensure that personal data is accurate and, where
necessary, kept up to date. Inaccurate personal data is rectified or deleted without delay.

4.5 Storage Limitation:

1. Personal data is kept in a form that permits identification of data subjects for no longer
than is necessary for the purposes for which the data is processed.

4.6 Integrity and Confidentiality:

1. Personal data is processed in a manner that ensures appropriate security, including
protection against unauthorized or unlawful processing and against accidental loss,
destruction, or damage.

4.7 Accountability:

1. BetBTC is responsible for ensuring compliance with these principles and can
demonstrate that processing activities are compliant with applicable data protection
regulations.

5. Data Subject Rights
BetBTC respects and upholds the rights of data subjects, including:
5.1 Right to Access:

1. Data subjects have the right to obtain confirmation as to whether their personal data is
being processed and, if so, access to the data.

5.2 Right to Rectification:

1. Data subjects have the right to request the correction of inaccurate personal data and
the completion of incomplete data.

5.3 Right to Erasure (Right to be Forgotten):

1. Data subjects can request the deletion of their personal data where there is no
compelling reason for its continued processing.

5.4 Right to Restriction of Processing:



1. Data subjects can request the restriction of processing of their personal data under
certain conditions.

5.5 Right to Data Portability:

1. Data subjects have the right to receive their personal data in a structured, commonly
used, and machine-readable format and to transmit that data to another controller.

5.6 Right to Object:

1. Data subjects have the right to object to the processing of their personal data in certain
circumstances.

5.7 Right to Withdraw Consent:

1. Where processing is based on consent, data subjects have the right to withdraw consent
at any time, without affecting the lawfulness of processing based on consent before its
withdrawal.

6. Data Collection and Processing
6.1 Data Collection:

1. Personal data is collected only for legitimate business purposes, such as account
registration, customer verification, and compliance with legal obligations.

6.2 Data Processing:

1. Personal data is processed only for the purposes for which it was collected and in
accordance with the data subject's consent or other legal basis.

6.3 Special Categories of Data:

1. Processing of special categories of data (e.g., data revealing racial or ethnic origin,
political opinions, religious beliefs) is only carried out where strictly necessary and with
the explicit consent of the data subject.

7. Data Security
7.1 Security Measures:

1. BetBTC implements appropriate technical and organizational measures to protect
personal data against unauthorized access, alteration, disclosure, or destruction.



7.2 Access Controls:

1. Access to personal data is restricted to authorized personnel who require it to perform
their job duties.

7.3 Data Encryption:

1. Personal data is encrypted during transmission and storage to ensure its confidentiality
and integrity.

7.4 Breach Notification:

1. In the event of a data breach that is likely to result in a risk to the rights and freedoms of
individuals, BetBTC will notify the relevant authorities and affected data subjects without
undue delay.

8. Third-Party Data Processing
8.1 Due Diligence:

1. BetBTC conducts due diligence on third-party processors to ensure they have adequate
data protection measures in place.

8.2 Data Processing Agreements:

1. BetBTC enters into data processing agreements with third-party processors to ensure
that personal data is processed in compliance with applicable data protection laws.

8.3 International Data Transfers:

1. Personal data is not transferred to countries outside of Anjouan unless adequate
safeguards are in place to protect the data.

9. Data Retention and Disposal
9.1 Data Retention:

1. Personal data is retained only for as long as necessary to fulfill the purposes for which it
was collected or to comply with legal obligations.

9.2 Data Disposal:

1. Personal data that is no longer required is securely disposed of in a manner that ensures
it cannot be recovered or reconstructed.



10. Training and Awareness
10.1 Employee Training:

1. BetBTC provides regular training to employees on data protection and privacy
requirements to ensure they understand their responsibilities.

10.2 Policy Awareness:

1. Employees, contractors, and third-party partners are made aware of this Data Protection
Policy and are required to adhere to its principles.

11. Compliance and Monitoring
11.1 Compliance Monitoring:

1. BetBTC regularly monitors compliance with this policy and conducts periodic audits to
ensure that data protection measures are effective.

11.2 Policy Review:

1. This policy is reviewed and updated regularly to ensure its continued relevance and
compliance with legal and regulatory requirements.

12. Contact Information

For any questions or concerns regarding this Data Protection Policy or the processing of
personal data, please contact our Data Protection Officer at info@betbtc.casino.

Conclusion

BetBTC is dedicated to protecting the privacy and personal data of its customers and
employees. By adhering to this Data Protection Policy, we ensure that our operations are
compliant with Anjouan's data protection regulations and that the rights of data subjects are
respected.



